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1	Decision/action requested
It is proposed to add the improvement of SCAS and new security requirements into clause 5.3.
2	Rationale
This contribution describes the improvement of SCA and new security requirements and adds these contents into clause 5.2.3.
3	Detailed proposal
****************** Start of the first change ******************
[bookmark: _Toc25877335]5.3	Improvement of SCAS and new security requirements
Editor's Note: This clause will describe improvement of SCAS and new security requirements for 3GPP virtualized network products based on the clause 5.3 in the TR33.916 and gap analysis in the clause 4. This clause will also focus on resolving the identified gap if any gap is identified.
Vendors, operators or other bodies can propose new security requirements for addition to 3GPP SCASs for GVNPs if a new threat or vulnerability has been identified. This gives 3GPP the flexibility to continuously review and improve their SCASs for GVNPs.
****************** End of the first change ******************

